
SentinelOne is pushed out by our Remote Machine 
Management (RMM) tool and installed on PCs and 
Macs. It communicates with its cloud-based platform 
to detect and respond to threats in real time. 


This is called Endpoint Detection and Response (EDR). 
The software collects and stores detailed information 
about the endpoint’s activity, which can be used to 
investigate and respond to threats.


SentinelOne Control 
endpoint protection

To give protection against malware, ransomware, and advanced persistent threats (APTs). 

SentinelOne Control is an endpoint security platform using a combination of 

Artificial Intelligence (AI)

Machine Learning (ML)

Behavioural Analytics 

Benefits of using SentinelOne Control:

Reduced risk of infection

Faster time to remediation

Improved visibility


